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| **Інформація про курс** | Курс розроблено таким чином, щоб надати учасникам навчального процесу систематизовані теоретичні знання й практичні вміння в галузі управління фінансами в умовах глобалізації та гібридних війн, а також сформувати у майбутніх фахівців цілісне бачення управління фінансами макро і мікро-рівнів з урахуванням загроз, спричинених використанням інструментів гібридних війн, що дозволить їм успішно позиціонувати себе на ринку праці. |
| **Коротка анотація курсу** | Навчальна дисципліна «Глобальні фінанси і гібридні війни» покликана забезпечити знання основних положень і результатів сучасних наукових досліджень проблем управління фінансами в умовах гібридних війн, головних напрямів гарантування фінансової безпеки держави за обставин дії внутрішніх та зовнішніх гібридних загроз, а також забезпечення фінансової безпеки ділових одиниць в умовах глобалізації. Дисципліна передбачає вироблення у студентів вмінь ідентифікувати внутрішні та зовнішні гібридні загрози фінансовій безпеці на макро та мікро-рівнях, виявляти ранні ознаки гібридної війни, аналізувати мотиви та оцінювати рівень впливу на фінансову безпеку ділових одиниць та держави в цілому, а також розробляти ефективні методи нейтралізації деструктивних чинників гібридних війн. |
| **Мета та цілі курсу** | **Мета:** розвиток у студентів знань та навиків, необхідних для ухвалення фінансових рішень за умов дії гібридних загроз інтересам держави та суб'єктів господарювання зокрема. Досягнення цієї мети конкретизовано в окресленні таких цілей: висвітлення змісту категорій "глобальні фінанси" "гібридні війни" та їх взаємозв'язку, розкриття видів та інструментів гібридних війни, з'ясування основних загроз фінансовій безпеці держави, генерованих гібридною війною. |
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 |
| **Тривалість курсу** | **90 год.** |
| **Обсяг курсу для денної форми навчання** | 32 год. аудиторних,з них 16год. лекцій, 16 год. практичних занять |
| **Обсяг курсу для заочної форми навчання** | 12 год. аудиторних,з них 6год. лекцій, 6 год. практичних занять |
| **Очікувані результати навчання** | Після завершення курсу здобувач повинен:**Знати:*** зміст та основні характеристики гібридної війни;
* сутність гібридної війни в історичному ракурсі;
* місце гібридної війни у міжнародному праві;
* мотиви здійснення гібридних війн;
* типові стратегії ведення гібридної війни;
* типові етапи в реалізації стратегії гібридної боротьби в фінансовій сфері;
* методи гібридної війни;
* види гібридних загроз фінансовій безпеці держави;
* сутність поняття "глобальні фінанси" та чинники впливу на них;
* причини зростання ролі гібридних війн у фінансових протистояннях;

**Вміти:*** ідентифікувати мотиви здійснення гібридної війни в глобальному вимірі;
* виявляти політичні аспекти гібридної війни;
* встановлювати оціальні аспекти гібридної війни;
* визначати нформаційні аспекти гібридної війни;
* аналізувати вплив гібридної війни на фінансову безпеку держави;
* визначати инники, які впливають на формування стратегії гібридної війни;
* виявляти шляхи протидії здійсненню гібридних війн в сучасному глобалізованому світі.
 |
| **Формат курсу** | Денний/заочний  |
| **Теми курсу** | **ДОДАТОК (схема курсу)** |
| **Підсумковий контроль, форма** | Залік |
| **Пререквізити** | Навчальна дисципліна базується на економічних дисциплінах, які здобувачі вивчали протягом навчання на ОКР бакалавр з Фінансів, банківської справи та страхування («Фінанси», «Фінанси підприємств», «Фінансовий менеджмент») й тісно пов’язана з навчальними дисциплінами «Фінансова безпека України і геополітика» та «Фінансова безпека суб'єктів господарювання». |
| **Навчальні методи та техніки, які будуть****використовуватися під час викладання курсу** | Презентації ЛекціїДискусіїАналіз проблемних ситуаційВиконання аналітичної роботи |
| **Необхідне обладнання** | Проектор НоутбукРоздатковий матеріал Навчальний підручникНавчально-методичні рекомендації |
| **Критерії оцінювання (окремо для кожного виду навчальної діяльності)** | 10 балів – МК 110 балів – МК 210 балів – аналітична робота20 балів - виконання домашніх завдань 4 |
| **Питання модульного контролю** | 1. Підходи до трактування "гібридна війна"
2. Поняття гібридної війни в історичному ракурсі
3. Поняття гібридної війни у міжнародному праві
4. Сутнісні характеристики гібридних війн
5. Глобальні фінанси та чинники впливу на них
6. Поняття гібридних загроз фінансовій безпеці держави
7. Мотиви здійснення гібридної війни в глобальному вимірі
8. Політичні аспекти гібридної війни
9. Соціальні аспекти гібридної війни
10. Інформаційні аспекти гібридної війни
11. Причини зростання ролі гібридних війн у фінансових протистояннях
12. Чинники, які впливають на формування стратегії гібридної війни
13. Стратегія ведення гібридної війни
14. Періоди в реалізації стратегії гібридної боротьби в фінансовій сфері
15. Методи гібридної війни
16. Сучасні проблеми та перешкоди ефективній протидії гібридній війні в національній економіці зі сторони агресора
17. Шляхи забезпечення стійкості національної економіки в умовах деструктивного впливу інших держав
 |
| **Опитування** | Усна та письмова форми опитування |